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Bank 1 
1. A company in the EU hires a vendor to host its customer database. The company 

decides why the data is collected and how it is used, while the vendor processes 
data only under written instructions. Which role best describes the company? 
A. Controller 
B. Data processor 
C. Supervisory authority 
D. Data subject 

2. A website adds a new analytics tool and begins using existing customer account 
activity for targeted ads without updating its privacy notice. Which principle is most 
directly at risk? 
A. Storage limitation 
B. Transparency 
C. Encryption 
D. Rectification 

3. An organization replaces customer names with unique codes but keeps a separate 
lookup table that can re-link codes to identities. How should this data most 
accurately be described? 
A. Anonymized data 
B. De-identified data that is no longer personal data 
C. Pseudonymized personal data 
D. Data outside scope because identifiers were removed 

4. A multinational group wants a long-term mechanism for intra-group international 
transfers of personal data across borders. Which option best fits that goal? 
A. Derogation 
B. Unambiguous consent 
C. Restriction of processing 
D. Binding Corporate Rules (BCRs) 

5. A team proposes collecting full date of birth, precise location history, and device 
identifiers to send a simple weekly newsletter, even though only an email address is 
needed to deliver it. Which concept best supports pushing back on the collection 
plan? 
A. Data minimization 
B. Encryption 
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C. Filing system 
D. Vital interests 

6. A product launches a new high-risk feature that evaluates individuals using 
automated processing and could significantly affect them. What is the most 
appropriate assessment artifact to look for as evidence of risk-based review? 
A. Record of processing activities (ROPA) only 
B. A retention schedule only 
C. Data protection impact assessment (DPIA) or privacy impact assessment (PIA) 
D. A cookie notice only 

7. A user submits a request to correct an incorrect mailing address in their profile. 
Which right is the user exercising? 
A. Erasure 
B. Rectification 
C. Restriction of processing 
D. Objection to direct marketing 

8. A controller transfers personal data to a recipient in a country outside the relevant 
regulated area, and the recipient then shares the data with another downstream 
vendor. What is the transfer concept most directly implicated by that downstream 
sharing? 
A. Adequacy decision 
B. Filing system 
C. Storage limitation 
D. Onward transfer 

9. During a compliance review, an organization claims it follows privacy rules but 
cannot produce a processing record, contracts, or decision documentation. Which 
principle is most directly failing? 
A. Accountability 
B. Fairness 
C. Profiling 
D. Establishment 

10. A security incident results in unauthorized access to personal data. The team must 
decide next steps based on whether the event meets the definition of a regulated 
incident involving personal data. What term best matches this situation? 
A. Further processing 
B. Direct marketing 
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C. Personal data breach 
D. Privacy by design 

 

1. Correct Answer: A. Controller 
Explanation: A controller determines the purposes and means of processing 
personal data. The scenario states the company decides why the data is collected 
and how it is used, while the vendor follows instructions. 

2. Correct Answer: B. Transparency 
Explanation: Transparency requires clear, accessible disclosure about what data is 
used, why it is used, and who receives it. Using data for targeted ads without 
updating notice creates a disclosure gap that commonly appears as a tested 
compliance decision point. 

3. Correct Answer: C. Pseudonymized personal data 
Explanation: Pseudonymization replaces identifiers with codes while allowing re-
linking under controlled conditions. Because a lookup table exists, the data remains 
personal data rather than being anonymized. 

4. Correct Answer: D. Binding Corporate Rules (BCRs) 
Explanation: BCRs are designed for structured, long-term intra-group international 
transfers with defined safeguards. They are not a quick exception, and the exam 
often tests them as a formal mechanism compared to ad hoc alternatives. 

5. Correct Answer: A. Data minimization 
Explanation: Data minimization means collecting and using only what is necessary 
for the stated purpose. A weekly newsletter typically does not require precise 
location history or full date of birth, making the extra collection unjustified for the 
purpose described. 

6. Correct Answer: C. Data protection impact assessment (DPIA) or privacy impact 
assessment (PIA) 
Explanation: DPIAs and PIAs are structured assessments used to evaluate privacy 
risks and mitigations, especially for higher-risk processing. The scenario centers on 
impactful automated processing, which aligns with risk-assessment evidence 
rather than notice-only artifacts. 

7. Correct Answer: B. Rectification 
Explanation: Rectification is the right to correct inaccurate personal data and, 
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where relevant, complete incomplete data. Correcting an incorrect mailing address 
is a direct fit for that right. 

8. Correct Answer: D. Onward transfer 
Explanation: Onward transfer refers to further transfer of personal data by the initial 
recipient to another recipient. The downstream sharing triggers questions about 
whether safeguards continue to apply and whether additional controls are needed. 

9. Correct Answer: A. Accountability 
Explanation: Accountability requires an organization to be able to demonstrate 
compliance with evidence, not just statements. The inability to produce records, 
contracts, or documented decisions directly undermines that principle. 

10. Correct Answer: C. Personal data breach 
Explanation: A personal data breach is an incident that results in unauthorized 
access to or disclosure of personal data. The scenario explicitly involves 
unauthorized access to personal data, matching the breach concept the exam 
commonly tests. 
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Bank 2 
1. A controller in the EU wants to transfer customer personal data to a third country 

where there is no adequacy decision. Which mechanism best fits as a standard 
contractual safeguard for the transfer? 
A. Adequacy decision 
B. Standard Contractual Clauses (SCCs) 
C. Vital interests 
D. Filing system 

2. A controller transfers data to a recipient abroad, and that recipient then sends the 
data to another downstream vendor for support services. What concept most 
directly describes the downstream sharing risk point? 
A. Storage limitation 
B. Transparency 
C. De-identification 
D. Onward transfer 

3. A retailer collected customer email addresses to send order confirmations, then 
later starts using the same emails to build a new targeting model for advertising. 
What term best describes using the data for a new purpose beyond the original 
reason it was collected? 
A. Further processing 
B. Rectification 
C. Encryption 
D. Establishment 

4. An employer requires employees to “consent” to constant monitoring as a condition 
of keeping their job. Which consent quality requirement is most likely not met in this 
scenario? 
A. Unambiguous 
B. Transparent 
C. Freely given 
D. Encrypted 

5. A business needs to process customer shipping addresses to fulfill a purchase 
contract and deliver goods. Which concept most directly guides choosing the legally 
permitted ground for that processing instead of defaulting to consent? 
A. Data minimization 
B. Lawful basis 
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C. Accountability 
D. Supervisory authority 

6. A company replaces names with unique tokens, but keeps a separate lookup table 
that can re-link tokens back to individuals under controlled conditions. What is the 
best description of the resulting data? 
A. Anonymized data 
B. De-identified data that is out of scope 
C. Sensitive data by default 
D. Pseudonymized personal data 

7. A user requests deletion of their account data, but the organization must retain 
certain records due to a documented legal claim hold. What right or control is the 
most appropriate fit to limit use while keeping the data stored? 
A. Restriction of processing 
B. Rectification 
C. Direct marketing 
D. Profiling 

8. A health app processes biometric identifiers used for identification and detailed 
health information. Which classification most directly signals that extra processing 
conditions are triggered under European frameworks? 
A. Personal data 
B. De-identified data 
C. Special categories of personal data 
D. Filing system 

9. During an audit-style review, a company is asked to show a documented inventory 
of what personal data it processes, why it processes it, and key safeguards. Which 
artifact most directly satisfies that request? 
A. Cookie notice 
B. Encryption key policy 
C. Retention schedule only 
D. Record of processing activities (ROPA) 

10. A question asks which EU-level body promotes consistent application of data 
protection rules and issues guidance for alignment across jurisdictions. Which body 
best matches that description? 
A. Supervisory authority 
B. European Data Protection Board (EDPB) 



www.BareMetalCyber.com 

C. Data Protection Officer (DPO) 
D. Controller 

 

1. Correct Answer: B. Standard Contractual Clauses (SCCs) 
Explanation: Standard Contractual Clauses are approved contract terms used to 
add safeguards for certain international transfers. When there is no adequacy 
decision, SCCs commonly appear as the transfer mechanism selection tested on 
the exam. 

2. Correct Answer: D. Onward transfer 
Explanation: Onward transfer is a further transfer of personal data from the initial 
recipient to another recipient. Exam scenarios use this to test whether original 
safeguards still apply after the data moves again. 

3. Correct Answer: A. Further processing 
Explanation: Further processing means using personal data for a new purpose 
beyond the original reason it was collected. This is a frequent exam decision point 
tied to compatibility, transparency, and whether new legal tools are needed. 

4. Correct Answer: C. Freely given 
Explanation: Freely given consent is not valid when the individual has no real choice 
due to coercion or imbalance. Employment scenarios often test this because 
“consent” can be invalid when tied to keeping a job. 

5. Correct Answer: B. Lawful basis 
Explanation: A lawful basis is the legally recognized ground that permits processing, 
and selecting the right one is a core exam decision point. Contract-necessary 
processing is commonly tested as a case where consent is not the default best 
choice. 

6. Correct Answer: D. Pseudonymized personal data 
Explanation: Pseudonymization replaces identifiers with a code or token while 
allowing re-linking under controlled conditions. Because the lookup table exists, the 
data remains personal data rather than anonymized. 

7. Correct Answer: A. Restriction of processing 
Explanation: Restriction of processing limits what can be done with personal data 
while keeping it stored, often temporarily during disputes or legal constraints. It is 
commonly tested as the appropriate alternative when erasure cannot be fully 
completed. 
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8. Correct Answer: C. Special categories of personal data 
Explanation: Special categories are defined types of highly protected data, including 
health data and biometric data used for identification. The exam tests that this 
classification triggers extra conditions and stronger safeguards compared to 
ordinary personal data. 

9. Correct Answer: D. Record of processing activities (ROPA) 
Explanation: A ROPA is a documented inventory capturing what data is processed, 
why, by whom, for how long, and with what safeguards. It is a common 
accountability artifact used to prove governance and compliance in exam 
scenarios. 

10. Correct Answer: B. European Data Protection Board (EDPB) 
Explanation: The EDPB promotes consistent application of data protection rules 
and issues guidance for alignment across jurisdictions. Exam questions often test 
the distinction between EDPB coordination and the enforcement powers of national 
supervisory authorities. 
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Bank 3 
1. A regulator needs to know which national authority is responsible for handling 

complaints and enforcing data protection law in a given country. Which term best 
matches that role? 
A. European Data Protection Board (EDPB) 
B. Data Protection Officer (DPO) 
C. Supervisory authority 
D. Data subject 

2. A company says, “We comply,” but cannot produce records, contracts, or decision 
documentation showing how compliance is achieved. Which concept is most 
directly missing? 
A. Accountability 
B. Encryption 
C. Establishment 
D. Profiling 

3. A retailer keeps customer purchase histories indefinitely “just in case” they become 
useful someday, without a defined purpose-based retention schedule. Which 
principle is most directly violated? 
A. Storage limitation 
B. Onward transfer 
C. Filing system 
D. Vital interests 

4. A company’s processing is technically lawful, but customers are surprised and 
harmed because the use was unexpected and not aligned with reasonable 
expectations. Which principle is most directly implicated? 
A. De-identification 
B. Fairness 
C. Rectification 
D. Standard Contractual Clauses (SCCs) 

5. An organization designs a new product so that default settings collect the least 
personal data possible and include built-in support for rights handling. Which 
concept best describes this approach? 
A. Privacy by design 
B. Further processing 
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C. Direct marketing 
D. Restriction of processing 

6. A privacy team needs to decide whether certain structured paper records fall within 
scope because they are organized and searchable by specific criteria. Which 
concept is most relevant? 
A. Personal data breach 
B. Filing system 
C. Unambiguous consent 
D. Derogation 

7. A company uses automated processing to evaluate individuals and create 
behavioral scores for targeting, even if the scores do not always trigger a formal 
denial or approval decision. Which term most directly describes this activity? 
A. Profiling 
B. Encryption 
C. Adequacy decision 
D. Storage limitation 

8. A security event occurs, but it does not involve unauthorized access to, disclosure 
of, or loss of personal data. What is the best conclusion using the exam’s 
terminology? 
A. It is a personal data breach regardless of data involvement 
B. It is a personal data breach only if the system was patched late 
C. It is not a personal data breach because personal data impact is the defining 
element 
D. It is a personal data breach because alerts were generated 

9. A company is processing personal data and must choose the correct legal ground 
rather than defaulting to consent. What should the team identify first to guide the 
decision? 
A. The supervisory authority’s preferred approach 
B. The lawful basis that matches the purpose and facts 
C. The encryption algorithm used 
D. The filing system structure 

10. A user asks for their data to be deleted, but the organization needs time to verify 
identity and confirm whether an exception applies. Which control best fits 
temporarily limiting use while the issue is resolved? 
A. Rectification 
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B. Restriction of processing 
C. Direct marketing 
D. Binding Corporate Rules (BCRs) 

 

1. Correct Answer: C. Supervisory authority 
Explanation: A supervisory authority is the national regulator responsible for 
enforcing data protection law and handling complaints. Exam questions often test 
knowing which body has enforcement power versus EU-level coordination bodies. 

2. Correct Answer: A. Accountability 
Explanation: Accountability requires an organization to demonstrate compliance 
with evidence, not just assertions. Missing records and documented decisions is a 
direct failure of accountability. 

3. Correct Answer: A. Storage limitation 
Explanation: Storage limitation means keeping personal data only as long as needed 
for the stated purpose, then deleting or truly anonymizing it. Indefinite retention 
without purpose-based limits is a classic tested violation. 

4. Correct Answer: B. Fairness 
Explanation: Fairness focuses on processing in ways people reasonably expect and 
that do not cause unjustified surprise or harm. The scenario emphasizes 
unexpected use and harm even if processing is otherwise lawful. 

5. Correct Answer: A. Privacy by design 
Explanation: Privacy by design means building privacy safeguards into systems and 
defaults from the beginning. The scenario describes minimizing collection by 
default and embedding rights support, which matches that concept. 

6. Correct Answer: B. Filing system 
Explanation: A filing system is a structured set of personal data accessible 
according to specific criteria, including certain organized paper records. The exam 
uses this to test whether offline records can be in scope. 

7. Correct Answer: A. Profiling 
Explanation: Profiling is automated processing used to evaluate personal aspects of 
a person, such as behavior or preferences. Behavioral scoring for targeting is a 
common profiling scenario tested on the exam. 
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8. Correct Answer: C. It is not a personal data breach because personal data impact is 
the defining element 
Explanation: A personal data breach requires unauthorized access to, disclosure of, 
loss of, alteration of, or similar impact on personal data. If no personal data was 
involved or affected, the event does not meet that definition. 

9. Correct Answer: B. The lawful basis that matches the purpose and facts 
Explanation: Lawful basis selection is a primary decision point and depends on the 
processing purpose and the scenario’s facts. The exam commonly penalizes 
defaulting to consent without matching the correct basis to the situation. 

10. Correct Answer: B. Restriction of processing 
Explanation: Restriction of processing limits what can be done with personal data 
while keeping it stored, often temporarily during verification or disputes. It is 
commonly tested as the appropriate control when deletion cannot be immediate or 
may not apply. 
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Bank 4 
1. A company operates in the EU and asks which EU-level body promotes consistent 

application of data protection rules across member states, primarily through 
guidance and coordination rather than direct national enforcement. Which body 
best fits? 
A. European Data Protection Board (EDPB) 
B. Supervisory authority 
C. Controller 
D. Data processor 

2. A controller uses personal data for a new internal purpose that was not part of the 
original collection reason. Which concept best describes this change in use? 
A. Encryption 
B. Further processing 
C. Storage limitation 
D. Rectification 

3. A customer demands that their profile be deleted, but the organization is required to 
retain some records due to a legal obligation tied to a claim. Which approach best 
fits as the correct handling posture? 
A. Use encryption and keep processing normally 
B. Treat the request as invalid and ignore it 
C. Apply restriction of processing for the retained records while documenting the 
exception 
D. Convert the data to profiling so it is no longer personal data 

4. A vendor can decide how it will use customer data for its own analytics product, not 
just follow instructions from the contracting company. In this scenario, the vendor is 
most likely acting as a: 
A. Data processor 
B. Controller 
C. Data subject 
D. Filing system 

5. An organization replaces names with tokens but keeps the ability to re-link tokens to 
individuals using a separate lookup table. What is the best classification? 
A. Anonymization 
B. Pseudonymization 
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C. Adequacy decision 
D. Derogation 

6. A team wants to collect precise location history and biometric identifiers for a 
simple service that only needs an email address to function. Which principle is the 
strongest fit to challenge the data collection scope? 
A. Data minimization 
B. Onward transfer 
C. Establishment 
D. EDPB 

7. A company must document what personal data it processes, why it processes it, 
key recipients, and safeguards, so it can show compliance during a review. Which 
artifact best matches? 
A. Standard Contractual Clauses (SCCs) 
B. Cookie notice 
C. Record of processing activities (ROPA) 
D. Transfer impact assessment (TIA) 

8. A controller transfers personal data to a third country and then the recipient shares 
the data with another downstream service provider. Which term most directly 
describes the downstream sharing issue? 
A. Onward transfer 
B. Transparency 
C. Storage limitation 
D. Rectification 

9. An organization launches a system that evaluates individuals using automated 
processing in ways that could significantly affect them. Which assessment artifact 
is the best evidence of structured risk review? 
A. Retention schedule only 
B. Data protection impact assessment (DPIA) or privacy impact assessment (PIA) 
C. Filing system inventory only 
D. Encryption key policy only 

10. A security incident results in unauthorized access to personal data. Using exam 
terminology, what is the best classification? 
A. Further processing 
B. Personal data breach 
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C. Direct marketing 
D. Derogation 

 

1. Correct Answer: A. European Data Protection Board (EDPB) 
Explanation: The EDPB promotes consistent application of data protection rules 
and issues guidance for alignment across jurisdictions. The exam distinguishes this 
coordination role from national supervisory authorities that enforce locally. 

2. Correct Answer: B. Further processing 
Explanation: Further processing is using personal data for a new purpose beyond 
the original reason it was collected. Exam scenarios test whether this new purpose 
fits the original context and what additional steps may be required. 

3. Correct Answer: C. Apply restriction of processing for the retained records while 
documenting the exception 
Explanation: Restriction of processing limits what can be done with personal data 
while keeping it stored when deletion cannot fully occur. The scenario also signals 
an exception basis, which is commonly tested as requiring documentation and a 
controlled handling approach. 

4. Correct Answer: B. Controller 
Explanation: A controller determines the purposes and means of processing 
personal data. If the vendor decides its own purposes for analytics rather than only 
following instructions, it is acting as a controller. 

5. Correct Answer: B. Pseudonymization 
Explanation: Pseudonymization replaces identifiers with tokens while still allowing 
re-linking under controlled conditions. Keeping a lookup table means the data 
remains personal data rather than being anonymized. 

6. Correct Answer: A. Data minimization 
Explanation: Data minimization requires collecting and using only the personal data 
necessary for the stated purpose. Collecting precise location history and biometrics 
for a service that only needs an email address is an over-collection pattern the exam 
targets. 

7. Correct Answer: C. Record of processing activities (ROPA) 
Explanation: A ROPA documents what data is processed, why, by whom, and with 
what safeguards, supporting accountability. It is a common evidence artifact tested 
in governance and compliance scenarios. 
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8. Correct Answer: A. Onward transfer 
Explanation: Onward transfer is the further transfer of personal data by the initial 
recipient to another recipient. Exam questions use this to test whether safeguards 
remain effective after downstream sharing. 

9. Correct Answer: B. Data protection impact assessment (DPIA) or privacy impact 
assessment (PIA) 
Explanation: DPIAs and PIAs are structured assessments used to evaluate privacy 
risks and mitigations for higher-risk processing. Automated evaluation with 
significant effects is the kind of scenario that triggers risk-based assessment logic. 

10. Correct Answer: B. Personal data breach 
Explanation: A personal data breach is an incident resulting in unauthorized access 
to or disclosure of personal data. The scenario explicitly states unauthorized access 
to personal data, matching the breach definition. 
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Bank 5 
1. A controller wants to transfer personal data to a destination country that has been 

formally recognized as providing an essentially equivalent level of protection. Which 
transfer concept best fits that situation? 
A. Standard Contractual Clauses (SCCs) 
B. Adequacy decision 
C. Binding Corporate Rules (BCRs) 
D. Transfer impact assessment (TIA) 

2. A website presents a cookie banner where marketing tracking is enabled by default 
using a pre-checked box, and the user is told “continue browsing means you agree.” 
Which consent requirement is most clearly not met? 
A. Unambiguous consent 
B. Storage limitation 
C. Encryption 
D. Rectification 

3. A company cannot use its normal cross-border transfer tools for a one-time urgent 
situation and considers a narrow, fact-specific exception that is typically treated as 
a last resort. Which concept best matches that exception approach? 
A. Accountability 
B. Privacy by design 
C. Transparency 
D. Derogation 

4. A retailer sends promotional emails to prior customers to encourage repeat 
purchases using their contact details. Which concept most directly describes this 
activity? 
A. Profiling 
B. Further processing 
C. Direct marketing 
D. Filing system 

5. A controller uses Standard Contractual Clauses (SCCs) for a third-country transfer, 
but the fact pattern suggests elevated access risk in the destination. What 
additional assessment artifact best fits as the next evidence step? 
A. Record of processing activities (ROPA) 
B. Storage limitation 
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C. Adequacy decision 
D. Transfer impact assessment (TIA) 

6. A mobile app processes health data and biometric identifiers used for identification. 
Under European frameworks, which classification most directly signals extra 
conditions are triggered? 
A. Personal data 
B. Special categories of personal data 
C. Filing system 
D. De-identified data 

7. A company stores paper personnel records in a structured cabinet system where 
files are organized by employee ID and can be retrieved quickly by that ID. Which 
concept is most relevant to whether the records are in scope? 
A. Filing system 
B. Onward transfer 
C. Pseudonymization 
D. Personal data breach 

8. An organization has a stable business presence in a jurisdiction and conducts real 
and effective activity there, which affects which rules and regulators apply. Which 
term best matches that presence concept? 
A. Supervisory authority 
B. Adequacy decision 
C. Establishment 
D. Privacy impact assessment (PIA) 

9. A dataset has been transformed so individuals are no longer identifiable and the 
organization cannot reasonably re-link the data to people. Which term best 
describes the transformation? 
A. Pseudonymization 
B. De-identification 
C. Encryption 
D. Anonymization 

10. A company relies on a lawful basis, but customers are still surprised and harmed 
because the processing is unexpected and not aligned with reasonable 
expectations. Which principle is most directly implicated? 
A. Fairness 
B. Accountability 
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C. Storage limitation 
D. Restriction of processing 

 

1. Correct Answer: B. Adequacy decision 
Explanation: An adequacy decision is a formal determination that a destination 
provides an essentially equivalent level of protection. Exam transfer questions often 
test that adequacy can be the simplest lawful transfer path when it exists. 

2. Correct Answer: A. Unambiguous consent 
Explanation: Unambiguous consent requires a clear affirmative action that leaves 
no reasonable doubt. Pre-checked boxes and implied consent through continued 
browsing are common exam examples of consent that fails this standard. 

3. Correct Answer: D. Derogation 
Explanation: A derogation is a limited exception that can permit certain processing 
or transfers when standard conditions are not met. The exam frames derogations as 
narrow and fact-specific, not the default choice. 

4. Correct Answer: C. Direct marketing 
Explanation: Direct marketing involves communicating promotional messages to 
individuals using personal data. The exam often tests direct marketing because it 
links to decision points about opt-outs, objections, and appropriate legal tools. 

5. Correct Answer: D. Transfer impact assessment (TIA) 
Explanation: A transfer impact assessment evaluates whether destination laws or 
practices could undermine the safeguards used for an international transfer. The 
exam commonly tests this as the added step that makes a transfer mechanism 
defensible when risk indicators exist. 

6. Correct Answer: B. Special categories of personal data 
Explanation: Special categories include highly protected data types such as health 
data and biometric data used for identification. The exam tests that this 
classification triggers additional conditions for lawful processing and stronger 
safeguards. 

7. Correct Answer: A. Filing system 
Explanation: A filing system is a structured set of personal data accessible 
according to specific criteria, including certain organized paper records. This is a 
common scope test point when the scenario involves searchable, structured offline 
files. 
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8. Correct Answer: C. Establishment 
Explanation: Establishment refers to a real and effective presence connected to 
stable business activity in a jurisdiction. The exam uses this concept to test 
applicability and which regulator or rules may be relevant. 

9. Correct Answer: D. Anonymization 
Explanation: Anonymization transforms data so an individual is no longer 
identifiable. The exam distinguishes this from pseudonymization, where re-linking 
remains possible and the data stays personal data. 

10. Correct Answer: A. Fairness 
Explanation: Fairness focuses on processing in ways people reasonably expect and 
that do not cause unjustified harm or surprise. Exam scenarios often use this to 
separate “technically lawful” processing from processing that is still problematic in 
context. 
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