PRIVACY STATEMENT OCUMA - DRENKELINGENWAARSCHUWINGSSYSTEEM

1. INLEIDING

Ocuma B.V., de besloten vennootschap met beperkte aansprakelijkheid, kantoorhoudende en
gevestigd te (5656 AE) Eindhoven aan de High Tech Campus 5, ingeschreven in het
handelsregister van de Kamer van Koophandel onder nummer 81761511 (hierna te noemen:
Ocuma, wij of ons) stelt aan zwembaden het door Ocuma ontwikkelde geautomatiseerde
waarschuwingssysteem voor recreatieve watersporten beschikbaar, met het doel

verdrinkingsincidenten te voorkomen (hierna te noemen: het
Drenkelingenwaarschuwingssysteem). Daarbij gaat Ocuma zorgvuldig om met de
persoonsgegevens van de badgasten van zwembaden waarin het

Drenkelingenwaarschuwingssysteem wordt ingezet (hierna te noemen: u of uw).

Door middel van dit Privacy Statement Ocuma - Drenkelingenwaarschuwingssysteem (het
Privacy Statement) wil Ocuma transparant zijn over welke persoonsgegevens Ocuma verzamelt,
waarom Ocuma deze verzamelt en wat Ocuma met uw persoonsgegevens doet. De
gegevensverwerking door Ocuma zoals beschreven in dit Privacy Statement zal alleen plaatsvinden
indien en voor zover het zwembad Ocuma toestemming heeft gegeven voor de herverwerking van
de persoonsgegevens van de zwembadgasten. U kunt in de privacyverklaring van het zwembad
dat u heeft bezocht terugvinden of dit op u van toepassing is.

2. OPNAMES

Wanneer een zwembad het Drenkelingenwaarschuwingssysteem inzet zal het
Drenkelingenwaarschuwingssysteem opnames van u maken (hierna te noemen: de Opnames).
De Opnames worden alleen gemaakt in het badwaterbassin. Er wordt niet gefilmd in kleedruimtes,
douches, toiletten et cetera. De camera’s waarmee de Opnames worden gemaakt worden boven
het wateroppervlak geplaatst. Er wordt niet onderwater gefilmd.

3. GEGEVENS DIE OCUMA VERWERKT MET HET DOEL EN DE GRONDSLAG

Alleen als het zwembad waar het Drenkelingenwaarschuwingssysteem wordt ingezet Ocuma hier
toestemming voor heeft gegeven, verwerkt Ocuma de persoonsgegevens voor de doeleinden en
grondslagen zoals hieronder beschreven.

A. Grondslagen

Ocuma verwerkt uw persoonsgegevens op basis van de volgende grondslagen die zijn opgenomen
in de Europese privacywetgeving:

1. toestemming;

2. wettelijke plicht; en

3. gerechtvaardigd belang van Ocuma of een derde.

Onder gerechtvaardigde belangen verstaan wij onder andere: reclame, marketing, beveiliging,
auditing, fraudeopsporing, (misdaad)preventie, (markt)onderzoek naar en analyse en verbetering
van onze dienstverlening, intern beheer, juridische zaken en bedrijfshuishouding.

Hieronder is steeds aangegeven welke grondslag van toepassing is op een specifieke verwerking.
B. De persoonsgegevens die Ocuma verwerkt, het doel daarvan en de grondslag

Testen, analyses en productontwikkeling: Ocuma gebruikt de Opnames in gepseudonimiseerde
vorm (pseudonimisering door middel van versleuteling en/of blurren), om het AI-model van het
Drenkelingenwaarschuwingssysteem te verbeteren en verder te ontwikkelen. Dit omvat ook het
gebruik van de Opnames om fouten en storingen op te sporen en te verhelpen. Grondslag 3. is
van toepassing op deze verwerking door Ocuma. Daarbij benadrukt Ocuma dat in het AI-model
zelf geen persoonsgegevens zullen worden opgenomen.

Gegevensaggregatie: om de verwerking van persoonsgegevens tot een minimum te beperken
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maakt Ocuma gebruik van gegevensaggregatie (waaronder het samenvoegen of versleutelen van
persoonsgegevens om gepseudonimiseerde persoonsgegevens te creéren). Grondslag 3. is van
toepassing.

Naleving van (lokale) wetgeving: Ocuma kan, om te voldoen aan de toepasselijke wetgeving,
verplicht zijn om uw persoonsgegevens te verwerken voor andere doeleinden dan uiteengezet in
dit Privacy Statement, bijvoorbeeld voor rechtshandhaving of in geval van een gerechtelijk bevel.
Grondslag 2. is van toepassing.

Klantenservice: Ocuma kan uw contactgegevens verwerken om uw vragen te beantwoorden. In
dat kader kan Ocuma bijvoorbeeld (schriftelijke) verzoeken verzamelen die door ons worden
ontvangen en de gerelateerde antwoorden, samen met de andere contactgegevens (zoals
hierboven gespecificeerd) en uw eventuele overige gegevens. Op deze manier kan Ocuma beter
reageren op vragen. Afhankelijk van de verwerking is grondslag 1. of 3. van toepassing.

Overige gegevens: naast de specifiek genoemde categorieén van persoonsgegevens zoals
opgenomen in dit Privacy Statement, kunnen wij ook andere persoonsgegevens verwerken die u
aan ons verstrekt. Dit omvat alle informatie die u vrijwillig met ons deelt, maar die niet onder een
van de andere specifieke categorieén valt. Afhankelijk van de verwerking is grondslag 1. of 3. van
toepassing.

4, Bewaartermijn van persoonsgegevens

Ocuma bewaart uw persoonsgegevens niet langer dan is toegestaan onder de toepasselijke
wetgeving of wanneer Ocuma van mening is dat het noodzakelijk en gepast is om
persoonsgegevens langer te bewaren.

De Opnames worden in originele vorm 48 uur bewaard, zodat Ocuma valsmeldingen en incidenten
kan signaleren en daarop kan reageren door het analysen van de Opnames en mogelijk
hergebruiken van de Opnames voor kalibratie. Als er geen valsmelding is geweest of geen incident
heeft plaatsgevonden worden de Opnames na 48 uur definitief verwijderd. Als er wel een
valsmelding is geweest of er wel een incident heeft plaatsgevonden zal Ocuma de
gepseudonimiseerde Opnames maximaal 7 (zeven) jaar bewaren, met als doel testen, analyseren
en verder ontwikkelen van het AI-model. U kunt Ocuma verzoeken de van u gemaakte Opnames
eerder te verwijderen door de procedure zoals opgenomen in paragraaf 8. (uw rechten) te volgen.

5. Verstrekken van persoonsgegevens aan derden
In onderstaande gevallen mag Ocuma uw persoonsgegevens delen met derden.

Externe dienstverleners: Wij kunnen uw persoonsgegevens delen voor de doeleinden zoals
opgenomen in dit Privacy Statement met externe dienstverleners als dat noodzakelijk is voor de
terbeschikkingstelling van het Drenkelingenwaarschuwingssysteem, zoals hosting, data-analyse
en opslag, informatietechnologie en gerelateerde infrastructuur, klantenservice, diagnostiek, e-
maillevering, auditing en marketing. Wij delen uw persoonsgegevens alleen met externe
dienstverleners die voldoende waarborgen bieden voor de bescherming van uw
persoonsgegevens. Grondslag 3. is van toepassing.

Bevoegde autoriteiten: Wij maken persoonsgegevens bekend aan autoriteiten belast met
wetshandhaving en andere overheidsinstanties, voor zover wettelijk vereist of strikt noodzakelijk
voor de preventie, opsporing of vervolging van strafbare feiten en fraude. Grondslag 3. is van
toepassing.

Overdracht: Wij kunnen uw persoonsgegevens aan derden overdragen in het geval onze
organisatie onderhavig is aan een fusie, overname, reorganisatie, verkoop van bedrijfsonderdelen
of faillissement. Grondslag 3. is van toepassing.

Indien bovenstaande organisaties worden aangemerkt als een verwerker onder de Europese
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privacywetgeving, dan sluiten wij met hen een verwerkersovereenkomst. Verwerking van uw
persoonsgegevens vindt dan alleen plaats op onze instructie en onder onze verantwoordelijkheid.

6. Doorgifte van persoonsgegevens naar het buitenland

Het Drenkelingenwaarschuwingssysteem wordt beheerd en geéxploiteerd vanuit Nederland. Als
er toch persoonsgegevens worden verstrekt aan een derde in het buitenland, dan gebeurt dit
alleen naar een derde in een land dat volgens de Europese Commissie een voor persoonsgegevens
passend beschermingsniveau biedt. Ontbreekt dit passend beschermingsniveau, dan zorgen wij
ervoor dat de wettelijk vereiste waarborgen worden geboden, zoals het sluiten van een EU-
modelcontract.

Ten tijde van het opstellen van dit Privacy Statement worden de persoonsgegevens alleen aan het
buitenland doorgegeven in het kader van de clouddienstverlening die Amazon Web Services EMEA
SARL (Amazon) biedt. Amazon is gevestigd te (L-1855) Luxemburg, aan de 38 Avenue John F.
Kennedy. Amazon heeft zich geconformeerd aan de modelcontract-bepalingen, zoals opgesteld
door de Europese Commissie. Met Amazon heeft Ocuma een verwerkersovereenkomst gesloten.

Indien u nadere informatie wilt over de doorgifte van uw persoonsgegevens naar het buitenland,
kunt u contact opnemen met ons via de contactgegevens hieronder. Door gebruik te maken van
de Zwemgelegenheid, of anderszins informatie aan ons te verstrekken, gaat u akkoord met de
overdracht van uw persoonsgegevens aan landen buiten Nederland.

7. Beveiliging

Ocuma doet er alles aan om persoonsgegevens te beschermen. Hiervoor maakt Ocuma gebruik
van technische en organisatorische beveiligingsmaatregelen om de persoonsgegevens te
beschermen tegen manipulatie, verlies, vernietiging en toegang van onbevoegden.

Meer specifiek heeft Ocuma voor bescherming van persoonsgegevens onder andere de volgende
maatregelen genomen: i) alle persoonsgegevens worden versleuteld opgeslagen in Amazon S3
buckets, wat geavanceerde beveiligingsfuncties biedt om data veilig en beschermd te houden. De
encryptiesleutels voor deze bestanden worden veilig beheerd en zijn enkel toegankelijk voor twee
specifieke administratoren, wat zorgt voor een extra laag van beveiliging; en ii) toegang tot
persoonlijke gegevens wordt alleen verleend op een “need to know' basis. Deze
beveiligingsmaatregelen worden voortdurend verbeterd in lijn met technologische ontwikkelingen.

8. Uw rechten

U heeft op ieder moment het recht op inzage, correctie of verwijdering van uw persoonsgegevens.
Hiervoor kunt u contact met ons opnemen via de contactgegevens hieronder. Wij vragen u ons
daarbij te informeren over welk zwembad u op welke datum(s) heeft bezocht. Tenslotte wijzen
wij u erop dat u op basis van de Europese privacywetgeving nog de volgende rechten heeft:

- uitleg krijgen over welke persoonsgegevens we van u hebben en wat we daarmee doen;
- inzage in de exacte persoonsgegevens die wij van u hebben;

- het laten corrigeren van foutieve gegevens;

- het laten verwijderen van verouderde persoonsgegevens;

- intrekken van toestemming; en

- bezwaar maken tegen een bepaald gebruik van uw persoonsgegevens.

Indien er ondanks onze inspanningen om de juistheid van uw persoonsgegevens te waarborgen,
toch onjuistheden zijn opgeslagen, zullen wij deze op uw verzoek corrigeren of verwijderen.

9. Kinderen

Ocuma beseft hoe belangrijk het is om extra voorzorgsmaatregelen te treffen ter bescherming van
de privacy en veiligheid van kinderen.
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Als blijkt dat Ocuma onrechtmatig persoonsgegevens heeft verzameld van een kind jonger dan 13
jaar (of de hiervoor in het desbetreffende rechtsgebied geldende leeftijd), zal Ocuma stappen
ondernemen om deze gegevens zo spoedig mogelijk te verwijderen. De wettelijk
vertegenwoordigers van het kind hebben dezelfde rechten zoals beschreven in paragraaf 8 (uw
rechten).

10. Klachten

Ocuma helpt u graag verder wanneer u een klacht heeft over de verwerking van uw
persoonsgegevens. Wij vragen u in het geval van een klacht contact met ons op te nemen via
onderstaande contactgegevens. Op grond van de Europese privacywetgeving heeft u ook het recht
om rechtstreeks een klacht in te dienen bij de Autoriteit Persoonsgegevens over de manier waarop
wij persoonsgegevens verwerken.

11. Wijziging

Ocuma behoudt zich het recht voor dit privacy statement te wijzigen. De meest actuele versie van
dit privacy statement kunt u terugvinden op de website van Ocuma. Wij raden u aan om regelmatig
te controleren of er een gelipdatete versie beschikbaar is.

12, Contactgegevens

Als u vragen heeft over dit privacy statement en/of de verwerking van uw persoonsgegevens door
Ocuma, kunt u contact met ons opnemen via onderstaande contactgegevens.

Ocuma B.V.

t.a.v. de Functionaris Gegegevensbescherming (Gerald Dicker (directeur), gerald.dicker@ocuma.ai
of Diane Renders (legal counsel), d.renders@blatterlegal.com)

High Tech Campus 5

5656 AE Eindhoven

Nederland

support@ocuma.ai

WWWw.ocuma.ai

13. Versie

Dit privacy statement is voor het laatst gewijzigd op 1 februari 2026.
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https://autoriteitpersoonsgegevens.nl/nl/zelf-doen/privacyrechten/klacht-indienen-bij-de-ap
https://ocuma.ai/

