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ABSTRACT
Political engagement is deeply enmeshed with online activity. However, there has been a lack of publicly 
available cross-country datasets enabling researchers and policymakers to understand how politics and 
digital space intersect. This paper introduces the Digital Society Project (DSP), which aims to provide 
systematic, cross-country measurement of political institutions and behavior that manifest online or are 
affected by online activity. Using the Varieties of Democracy Project infrastructure, DSP provides annual 
global data from 2000 to 2021. The dataset features 35 indicators measuring online censorship, 
politicization of social media, coordinated information operations, foreign influence, monitoring of 
domestic politics, and regime cyber capacity. This article introduces the DSP data collection effort, 
overviews the resulting dataset, and validates key indicators by conducting a series of diagnostic tests. 
We demonstrate that the DSP dataset aligns with extant datasets measuring internet freedom and offers 
expanded coverage across countries and over time. We analyze two case studies, walking through how 
the DSP data can be used to extend existing work on China to generalize this case to other contexts, and 
examining in depth the case of Ethiopia, which differs the most between DSP and Freedom House’s 
Freedom on the Net.
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Introduction

Over the last few decades, the internet has become global 
and ubiquitous, with more than half of the world’s 
population using the internet regularly, and the average 
internet user spending 6.5 hours daily online (Kemp,  
2019). From the role of social media in the Arab 
Spring to the spread of anti-vaccination disinformation 
during the pandemic, focal events have made the inter-
section of the internet and politics an intensely scruti-
nized research area across the social sciences.

How has the internet affected political institutions 
and behavior? Has social media made the collective 
action problem easier to solve, or has it led to 
increased polarization? Has information become 
more easily accessible from multiple sources, or has 
it become harder to sift truth from disinformation? 
A broad and exciting literature has blossomed around 
these questions, but despite creative data collection 
and inspired research design, measurement of these 
new concepts – especially on a large-n, cross-country 
basis – has been largely blunt, with ad-hoc 
operationalization.

This paper introduces the Digital Society Project 
(DSP), which aims to provide systematic, cross- 
country measurement of political institutions and 
behavior that manifest online or are affected by 
online activity. Using the Varieties of Democracy 
(V-Dem) infrastructure, the DSP dataset provides 
annual data from 2000 to 2021 for nearly all coun-
tries in the world (with planned annual updates 
going forward). The DSP dataset features 35 indi-
cators measuring online censorship, polarization 
and politicization of social media, misinformation 
campaigns and coordinated information opera-
tions, foreign influence in and monitoring of 
domestic politics, and regime cyber capacity.

This article introduces the data collection effort 
and presents several interesting highlights from the 
resulting dataset. We demonstrate the content, con-
vergent, and case-specific validity of the data. We 
first show that it is possible to use DSP measures to 
reconstruct Freedom House’s Freedom on the Net 
(FOTN) measure, producing a measure that corre-
lates highly with FOTN. This analysis establishes the 
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content validity of the DSP measures; they instanti-
ate a coherent – and externally developed – theore-
tical framework. Second, we use FOTN country 
reports to answer the DSP survey and demonstrate 
substantial convergence between “synthetic” DSP 
scores generated from FOTN expert assessments 
and those provided by DSP experts. A final valida-
tion exercise we do is to take a closer look at two case 
studies. We first examine the internet censorship 
and coordinated information operations in China 
to show that the DSP dataset is able to capture the 
literature’s characterization of these issues. Finally, 
we describe the case of Ethiopia, where FH and DSP 
are most in disagreement over in the two macro-
validity exercises.

Since this is an open and publicly available data-
set, we hope that it will be of significant utility to 
academics and policy communities who are inter-
ested in studying the intersection between the 
internet and politics.

Theoretical background

Social media and the internet have deeply infil-
trated politics. It has become easier to quickly mea-
sure public opinion (McGregor, 2020), reach out to 
constituents, mobilize and unite people (Boulianne,  
2009, 2015; Dimitrova & Byström, 2017), empower 
grassroots movements (Murthy, 2018), and transfer 
information to mass publics – the internet and 
social media is everywhere (Dimitrova & Jörg,  
2018). However, there has been a lack of high 
quality, publicly available datasets that enable 
researchers and policymakers to understand how 
politics and social media intertwine. That is not to 
say that there is no demand for such a dataset – 
numerous innovative papers have been published 
in the last two decades or so which study the impact 
of social media in political life.

What is missing is a robust dataset including sev-
eral key indicators with global coverage. It is our hope 
that with the Digital Society Project dataset, aca-
demics will be able to eliminate some of these gaps.

In the existing literature, there is a theoretical 
expectation that the rise of social media should 
alter politics by reducing the transaction costs 
that factor into solving collective action problems 
(Castells, 2009; Shirky, 2009). The ability to com-
municate is an essential component of most 

elements of politics, and as such, we expect that 
the changes brought by the rise of universal, instan-
taneous, and mobile mass communication should 
therefore affect a myriad of political outcomes. 
Larry Diamond dubbed such technology “libera-
tion technology” to capture the role of technology 
in increasing the ability of social movements to 
resist regimes (Diamond, 2010).

The low barrier of entry for the collection of social 
media data by scholars has led to a proliferation of 
case-specific and regional studies of the effects of 
social media on various variables in global contexts. 
To name just a few to hint at the variety: the use of 
ICTs to facilitate violence in Africa (Pierskalla & 
Hollenbach, 2013), and general mobilization in the 
continent (Manacorda & Tesei, 2020), their use in 
election monitoring in Nigeria (Bailard & 
Livingston, 2014), social media’s role in 
Euromaidan (Brantly, 2019; Wilson, 2017), or its 
effect on political participation in the EU (Vaccari 
et al., 2015). Meta-studies on the relationship 
between Internet and social media usage and politi-
cal engagement show a positive, albeit small increase 
in outcomes such as civic engagement, political par-
ticipation and voting (Boulianne, 2009, 2015).

Research on the effect of social media on social 
mobilization, especially in authoritarian contexts, 
has been particularly extensive (Farrell, 2012; 
Gohdes, 2020; Tucker et al., 2016; Tufekci, 2017). 
The bulk of this work has been focussed on social 
media’s role in the Arab Spring (i.e., the so-called 
“Facebook Revolutions”) (Smidi & Shahin, 2017; 
Stepanova, 2011; Zhuo, Wellman, & Yu, 2011) and 
earlier Color Revolutions (Bunce & Wolchik, 2010; 
Goldstein, 2007; Kyj, 2006). While much of this 
work highlights social media’s potential for citizen 
mobilization in closed regimes, authoritarian states 
with high technical capacity – notably China – are 
able to allow substantial political criticism on social 
media while stymying collective action (King, Pan, 
& Roberts, 2013).

Yet, scholars increasingly acknowledge that 
social media also has a dark side. Multiple authors 
examine how digital communication platforms 
affect political violence (Bak, Sriyai, & Meserve,  
2018; Gohdes, 2020; Wahlström & Törnberg,  
2021; Warren, 2015). There is growing evidence 
that the internet has stabilized technically capable 
authoritarian regimes by enhancing their capacity 
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to monitor populations and solve the dictator’s 
information problem (Morozov, 2012). These 
include China’s use of social media monitoring 
to learn which policies and local officials are 
unpopular, Russia’s domestic astroturfing efforts 
online, and the use of social media to help the 
government identify regime opponents in various 
Arab countries (Gohdes, 2018, 2020; Wilson,  
2016). Indeed, authoritarian regimes have devel-
oped an ever-evolving menu of strategies for poli-
cing internet content and disrupting collective 
action (Deibert, Palfrey, Rohozinski, & Jonathan,  
2008; Roberts, 2018).

A growing literature has also explored the 
negative implications of the internet for democ-
racies. Evidence suggests that social media has 
helped destabilize new democracies by making 
short-term collective action easy at the expense 
of building institutions (Faris & Etling, 2008). 
Others have focussed on more specific problems 
that arise from social media, such as the danger 
of homophily (the self-sorting of individuals 
into sheltered groups of those with similar 
beliefs) (Garrett & Resnick, 2011; Gentzkow & 
Shapiro, 2011; Page, 2008; Sunstein, 2009), or 
implications of a digital divide domestically 
(Schlozman, Verba, & Brady, 2010). Scholars in 
this literature have argued that, even in democ-
racies, internet censorship is politically moti-
vated (Meserve & Pemstein, 2018), and that 
legal protections for civil liberties are often inef-
fectively extended to the digital realm (Meserve,  
2018; Zittrain, 2003).

And, of course, recent elections point to 
concerns about political and electoral cyber- 
security, and the weaponization of social 
media by foreign actors to interfere in demo-
cratic processes (Dowling, 2021; Henschke, 
Sussex, & O’Connor, 2020). As with the effect 
of social media on mobilization, the study of 
regime capacity for operating in this context is 
typically confined to single-country case studies 
analyzing the capabilities of particular states 
(Hjortdal, 2011; Krekel, Adams, & Bakos,  
2014). Cross-national work currently relies on 
broad instruments, such as GDP, to approxi-
mate general measures of state capacity and 
have not effectively measured specific capabil-
ities (Wilson, 2016).

The work that we discuss above provides sub-
stantively varied and theoretically rich perspectives 
on the effects of the internet on politics. However, 
one drawback of this work is that it is almost 
exclusively composed of single country case stu-
dies, and in particular, cases that select upon the 
dependent variable of something interesting having 
happened. Despite its importance to understanding 
authoritarian persistence and democratic politics 
in the contemporary world, an almost total lack 
of cross-national comparative data persists. While 
scholars would benefit from such data, this need is 
especially acute for policy-makers and firms who 
increasingly need to make decisions in light of 
global variation in digital politics. Global variation 
in states’ capacity to control and monitor their 
populations’ internet usage, or the extent to which 
individuals use social media to politically organize, 
is not unknowable. But these quantities are difficult 
to measure cross-nationally because such informa-
tion is the domain knowledge of individuals who 
are experts on particular countries.

The digital society project dataset

Our approach

We designed the DSP dataset to fill in the gap of 
comparative data pertaining to the political envir-
onment of the internet and social media. It is 
a country-year longitudinal dataset covering 202 
countries and 35 indicators from 2000 to 2021. 
The V-Dem Institute provided the use of its infra-
structure for this data collection project. Well vali-
dated and widely used throughout the social- 
scientific community, the V-Dem methodological 
approach is well suited to measuring topics related 
to digital society. Expert coding is appropriate 
when the concepts in question are too technical 
or nuanced for crowd-sourced data, but well 
defined and knowable by experts on the country 
in question. The V-Dem protocol is to have 
a minimum of five experts answering each ques-
tion, typically recruiting academics. In the recruit-
ment process, the project adheres to the following 
five criteria when selecting potential experts: 1) 
proven expertise in the assigned country and the-
matic survey (as evidence by for example, an 
advanced degree in the subject-area)1; 2) 
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connection to the country (coders are typically 
nationals or residents in the country they 
code); 3) seriousness of purpose; 4) impartiality 
(individuals associated with a political party will 
not be recruited), and 5) on average, diversity in 
the background of coders (Coppedge et al., 2018). 
V-Dem has recruited Regional Managers and 
Country Coordinators who together with the 
Principal Investigators and Project Managers pre-
pare a list of between 100 and 200 potential experts. 
Project Managers located in Gothenburg make the 
final decision who to invite to participate in the 
survey, and for security purposes, are the only 
people who know the identity of the coders.

The V-Dem team processed the DSP data using 
the standard V-Dem protocols using the custom- 
made Bayesian Item-Response Theory measure-
ment model (Coppedge et al., 2018; Marquardt & 
Pemstein, 2018; Pemstein et al., 2018). This model 
allows for experts to vary both in reliability – the 
rate at which they make stochastic errors – and 
rating thresholds – systematic bias in how they 
map their perceptions into answers to Likert-scale 
questions. V-Dem pairs this IRT framework with 
anchoring vignettes, which use hypothetical exam-
ples to effectively learn how experts’ rating thresh-
olds vary. Furthermore, coders rate countries 
beyond their country of primary expertise, further 
helping the model to assess systematic country- 
level differences in the rating thresholds.

The survey

The Digital Society expert survey features 35 indi-
cators, grouped into five categories: coordinated 
information operations, digital media freedom, 
state internet regulation capacity, online media 
polarization, and social cleavages. Below we briefly 
describe the purpose of each category, and we list 
all indicators in Table 1. The full codebook with 
description of each variable is available in 
Supplementary Appendix A.

Coordinated information operations
Social media is increasingly used as a tool of coordi-
nated information operations. Both foreign powers, 
with a vested interest in the political trajectory of the 
country, and domestic actors, with an incentive to 

skew information available to their publics, deploy 
such operations. These actors use the reach of social 
media and tools such as “troll armies” to generate 
and disseminate particular viewpoints or fake news. 
This portion of the survey captures the presence and 
characteristics of either foreign or domestic coordi-
nated information operations. In addition, it esti-
mates the capacity of regimes to use such 
techniques both domestically and abroad.

Digital media freedom
These questions model the implementation and 
extent of a variety of filtering, censorship, and 
shutdown of the internet (e.g., filtering, active 
takedowns, limitation of access), by actor (e.g., 
government, non-state actors) in terms of both 
capacity and actual practice.

State internet regulation capacity and approach
States vary dramatically in their capacity to 
regulate online content. This portion of the 
survey examines the extent to which the state 
has the capacity to regulate online content, and 
the model that the state uses to regulate online 
content. In particular, we ask questions about 
the extent to which laws allow states to remove 
content, privacy and data protections, the 
extent to which actors can leverage copyright 
and defamation law, and de-facto levels of state 
intervention in online media.

Online media polarization
Questions under this sub-topic help provide 
a sense of whether, and to what extent, online and 
traditional media is polarized within a country. The 
responses measure the level of fractionalization, 
whether and to what extent citizens are getting 
information from these polarized sources and 
whether the media markets serve a certain ideolo-
gical niche.

Social cleavages indicators
This portion of the survey pertains to the divi-
siveness within society and how it is further 
aggravated by social media. In other words, 
how are social cleavages further deepened by 
inciting violence and political action through 
social media.

4 V. MECHKOVA ET AL.



Findings from the v4 (2022) digital society 
survey

The resulting DSP survey gives its users the oppor-
tunity to examine various dimensions of the inter-
action between Internet and politics. With the aim 
to give a short preview of how the DSP data can be 
used, we present findings in three key research 
areas: usage of the Internet to organize offline 
action; spread of false information online; and cen-
soring online content.

Several DSP indicators capture dimensions of 
how the Internet and social media are being used 
to solve collective action problems, both for good 
and for ill. In “What types of offline political action 
are most commonly mobilized on social media?” we 
find that online organization of offline political 
action seems to be extremely widespread, with the 
most common offline political action organized 
online being street protest (organized online in 
72% of countries), petition signing (69%), voter 
turnout efforts (58%), and strikes/labor actions 
(44%). There are definite geographic patterns in 
this data. Whereas organizing petition signing 
online is extremely common in Western Europe 
and North America and Eastern Europe and 
Central Asia (where more than 80% of countries 
experienced this in 2021), it is less common in sub- 
Saharan Africa (where only 57% of countries experi-
enced this in 2021). In contrast, it is common to 
organize strikes or other labor action online in Latin 
America (where just over 50% of countries experi-
enced this in 2021), but this is uncommon in Eastern 

Europe and Central Asia (where under one-third of 
countries experienced this in 2021).

Significant violent action is also mobilized 
online, though these offline actions are more rare. 
Terrorism and vigilantism (mob lynching, stalking, 
harassment) are organized online in less than 10% 
of countries. In addition, the use of social media in 
organizing ethnic cleansing or genocide is reported 
by at least a third of the expert coders in three 
countries: Afghanistan, Eritrea, and India.

In Figures 1 and 2 we show the 2021 breakdown 
across different offline activities that are organized 
online. Figure 1 depicts the pattern across the 
world, and Figure 2 depicts patterns by region.

The indicator “How often do people use social 
media to organize offline violence?” provides some 
additional perspective, on a 3-point Likert scale. In 
2021, nine countries – Afghanistan, Bangladesh, 
Chile, India, Iraq, Libya, the Maldives, Sudan, 
Turkey – are ranked at the level of “Frequently: 
There are numerous cases in which people have 
used social media to organize offline violence.” In 
v1 of the dataset (through 2018), only five countries 
were in this category.

We distinguish which segment of the population 
is organizing “offline political action of any kind” 
with social media in a pair of indicators that sepa-
rately capture whether average people or domestic 
elites are doing so. Figure 3 shows the relationship 
between these two indicators. The dark blue lines 
represent the average scores for 2021 for each of the 
two indicators. While there is a positive relationship 
between the two (r = 0.645, p < .0), online 

Table 1. Indicators included in the DSP survey.
Coordinated Information Operations State Internet Regulation Capacity

Dissemination of false information domestic & abroad Internet legal regulation content
Party dissemination of false information domestic & abroad Privacy protection by law exists & content
Foreign dissemination of false information Abuse of defamation and copyright law
Foreign governments ads Capacity to regulate online content

Online content regulation approach
Defamation protection

Social Cleavages Online Media Polarization
Online harassment groups Online media existence
Use of social media to organize offline violence Online media perspectives
Average people’s use of social media to organize offline action Online media fractionalization
Elites’ use of social media to organize offline action
Types of organization through social media Digital Media Freedom
Other types of organization Internet filtering capacity & practice
Party/candidate use of social media in campaigns Internet shut down capacity & practice
Arrests for political content Social media shut down
Polarization of society
Hate speech
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mobilization in a set of countries is skewed toward 
being either elite-perpetrated or population- 
perpetrated. Note that some cases weighted more 
toward elites like Cambodia (KHM) and others 
toward average people, e.g. Belarus (BLR).

We have several indicators that map the 
degree to which false information operations 
exist on social media. We ask the degree to 
which “the government and its agents use social 
media to disseminate misleading viewpoints or 
false information to influence” both its own 
population and countries abroad. These two 
indicators correlate highly (r = 0.930, p < .000). 
Table 2 lists the governments most likely to 
disseminate false information domestically and 
abroad. Among the worst offenders on both 
indicators are Turkmenistan, Venezuela, Syria, 
Burma/Myanmar, and Eritrea.

We also measure the degree to which foreign 
governments use social media to spread false infor-
mation to influence domestic politics in the country. 
In Figure 4 we compare this indicator to the one 
capturing the domestic government’s tendency to 
disseminate false information. The dark blue lines 
represent the average scores for 2021 for each of the 
two indicators. We see that the countries being 
affected the most by foreign governments’ dissemi-
nation of false information but doing so the least in 
their own countries are Latvia and Taiwan. On the 
other side of the spectrum are countries which fre-
quently disseminate false information to their own 
populations, but are relatively free from foreign 
interference – e.g. Russia and El Salvador.

The survey contains several questions about tactics 
governments use to suppress online content that is 
not favorable to them. In Figure 5, we examine one of 

Figure 1. Breakdown in offline activities organized online, 2021.

Figure 2. Breakdown in offline activities organized online by region, 2021.
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the common tactics to censor political information on 
the Internet: internet filtering. The figure shows the 
trends in internet filtering from 2000 to 2021 for the 
world average, and the BRICS countries. Except for 
South Africa, which uses this tactic more rarely in 
recent years (score around 3.5 on this 0 to 4 indicator), 
all other countries increasingly censor political con-
tent online. For 2021 China has a score of 0.5 meaning 
filtering is a regular practice of the government. After 
steep decline in recent years, for 2021 both Russia and 
India have a score around 2, which indicates that the 
government regularly and successfully removes about 

half of the critical content toward the government. 
Brazil also experiences a precipitous decline on this 
DSP indicator in 2016, and has a score of 2.5 in 2021.

Validation

Attempts to validate new datasets face a paradoxical 
issue: if the data cannot be validated against existing 
knowledge it may be suspect, while if it can be per-
fectly validated it is demonstrably redundant. Thus, 
while we cannot provide a full validation of our 
dataset, we nonetheless can use other sources that 
measure similar concepts to provide an overview of 
data quality. In order to validate the robustness of the 
data, we draw upon the techniques introduced in 
McMann et al.‘s Strategies of Validation framework 
(McMann, Pemstein, Seim, Teorell, & Lindberg,  
2021) for evaluating the dataset in two stages: at the 
macro level of aggregated thick-theoretical perfor-
mance compared to the Freedom House Freedom 
on the Net (FOTN) report, and the case study level 
of comparing our data set’s measurement of aspects 
of Chinese digital society, in addition to a close look at 
the less well-studied case of digital society in Ethiopia.

Figure 3. Use of social media to mobilize offline action (elites vs. Average people), 2021.

Table 2. Top countries disseminating false information.
Domestically Abroad

Country Score Country Score

Turkmenistan 0.158 Turkmenistan 0.230
Nicaragua 0.165 North Korea 0.238
Venezuela 0.220 Burma/Myanmar 0.251
Syria 0.287 Venezuela 0.257
Cuba 0.289 Syria 0.333
Burma/Myanmar 0.313 China 0.384
Hong Kong 0.327 Eritrea 0.440
Eritrea 0.359 Yemen 0.503
Azerbaijan 0.360 Zimbabwe 0.511
Russia 0.481 Cuba 0.538
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Macro validation

Freedom on the Net is Freedom House’s annual 
report on internet freedom around the world. It 
started with covering 15 countries in 2009 growing 
to 65 countries by 2020. FOTN measures, among 
other concepts: obstacles to access, limits on content, 
and violations of user rights. FH produces a report 
for each country which includes a narrative on these 
aspects of internet freedom, based on materials and 
research from international experts. A major issue 
with this data set is the limited number of countries 
covered. DSP offers an advantage regarding cover-
age both in time and number of countries and so 
would offer a substantial value-added for scholars 
and policymakers. We have designed two indepen-
dent methods for assessing the DSP in comparison 
to FOTN: constructing FOTN values from DSP 
indicators and generating DSP indicators based on 
the FOTN narrative analyses.

Constructing FOTN from DSP
In this section, we leverage the theoretical frame-
work of the FOTN report in conjunction with our 

Figure 4. Foreign and domestic government dissemination of false information, 2021.

Figure 5. Government internet filtering in practice, 2020–2021.
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DSP indicators in order to perform a validity 
assessment of the new dataset. In short, we map 
DSP indicators onto the component questions of 
the FOTN framework in order to construct a faux 
FOTN measure with FH’s theory, but our data. By 
comparing the alternate measure with the original, 
we can assess whether our indicators perform com-
parably, and could therefore provide equivalent 
measurement for the countries and years not cov-
ered by the FOTN data. In the context of the 
McMann et al. framework this is combination of 
assessing content validity (by assessing whether the 
content covered in FOTN can be mapped onto DSP 
indicators) and convergent validity (by testing 
whether the aggregated measures are comparable).

To compare these two datasets, we use the DSP 
data to operationalize Freedom House’s theory, i.e. 
we use the aggregation scheme described in the 
Methodology document provided by FH. The 
FOTN combined score of 100 is arrived at by 
combining expert-assigned scores on 20 questions 
grouped along three sub-dimensions: Obstacles to 
Access; Limits on Content; and Violations of User 
Rights. We map each of those individual questions 
onto one DSP indicator, which matches best the 
spirit of the FH questions, even if sometimes an 
exact match is not available. We then use Freedom 
House’s aggregation formula for generating a new 
“Freedom on the Net” score as well as its sub- 
dimensions. More specifically, the creators of the 
FH indices have assigned an arbitrary weight for 
each question. These scores are in turn added 
together to arrive at the final FOTN measure. 
After choosing the most appropriate question 
from the DSP survey, we rescale the DSP data to 
match the range assigned by FH, and then we 
reproduce the FOTN index and its three sub- 
indices with DSP data.

Supplemental table 1 in Appendix B shows how 
we mapped each of the questions. For example, to 
operationalize the first indicator from the Limits on 
Content index: Does the state block or filter, or com-
pel service providers to block or filter, internet con-
tent?, we use the DSP indicator Government 
Internet filtering in practice (v2smgovfilprc). 
Supplemental table 2 in Appendix B shows the 
descriptive statistics of both the original FH indices, 
and the reproduction with DSP data, as well as the 
correlation between the measures. It is encouraging 

to see that the correlations are very high, all above .7. 
The original FOTN total score correlates with the 
newly produced DSP index at 0.876.

Finally, let us look at some descriptive graphs 
to better illustrate the data. In Figure 6, we show 
a scatterplot between these two measures for all 
available years for all countries – from 2009 to 
2020. This figure shows clearly the high correla-
tion between the two measures, with only 
a handful of cases that show substantial discre-
pancy from the linear fit line. The most substan-
tially different value (marked in red) with 
a FOTN value of approximately 20 and a DSP 
calculated value of about 75 is an exception that 
proves the rule. This data point is Tunisia for 
2011, the year in which the Jasmine Revolution 
occurred in January. The DSP data picks up the 
liberalization of the Tunisian internet early in 
the year, while FOTN does not pick it up until 
2012 due to the timing of publication.

Figure 7 is a scatterplot between the original FOTN 
index (x-axis) and the reproduced measure with DSP 
indicators (y-axis) for the first and last years available 
from Freedom House − 2009 and 2020. The dotted 
line is a linear fit prediction between the two mea-
sures. We see that there is a very good fit between the 
two measures for both years with relatively few 

Figure 6. Scatterplot between the original freedom on the net 
index and the reproduced measure with DSP indicators (all 
years: 2009–2020).
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deviations. Looking at the right-hand side of the 
figure, which plots the data for 2020, we see that 
highest scoring countries are Estonia, Sweden, 
Iceland. Similarly, at the low end of the graph, both 
the DSP data and FH converge in assigning the lowest 
scores for Cuba, China, and Iran.

On the left-hand side, the data is for the year 
2009. Even though the number of countries is 
substantially reduced due to Freedom House’s 
more limited coverage, the general patterns 
remain with very high convergence between 
the two measures. Egypt shows the most sig-
nificant discrepancy, with FH’s score being 55, 
while DSP rates Egypt’s Internet freedom with 
a score of 34.5. However, the rank ordering of 
countries is nearly identical: with Egypt being 
5th worst on the original FOTN measure, and 
4th worst on the reconstructed one.

Overall, this provides strong evidence that DSP 
indicators are capable of reproducing the FOTN 
measures within FOTN’s own theoretical frame-
work, and should be seen as a way to apply that 
theory to a comprehensive set of countries and years.

Constructing DSP indicators from FOTN narratives
In order to further assess the convergent validity of 
the DSP data with the FOTN data (Freedom House 
2020), we asked a MA-level research assistant to 
independently read the FOTN reports and then 
answer the DSP questions informed only by the 
FOTN reports. This tests whether our worldwide 
expert pool converges on the same conclusions as 
the FOTN experts who write the analytic narratives 

of the state of internet freedom in each country. 
Following best practices, this RA was not pre-
viously familiar with either the DSP data or the 
cases in question, so she was “blind” to any input 
except for the FOTN reports.

This RA has completed this process for every 
country covered by FOTN from 2009 to 2021, 
accounting for all 35 DSP indicators across 676 
country-years.2 Our coding instructions were that 
if the RA could not confidently select a DSP rating 
for a particular question, she was to mark all Likert 
scale ratings that could apply as a rough quantifica-
tion of uncertainty.

As a first convergent validation step using these 
data, we calculated the correlation between DSP 
variables and the RA-coded DSP variables. Out of 
33 indicators (we exclude the 2 non-Likert scale 
indicators in this exercise), all of them are 
correlated with a p-value of 0.05 or lower, with 
the exception of Online Media Fractionalization 
(p = .15) (see Supplemental table 3). However, the 
correlation coefficients range between 0.06 (for 
Online Media Fractionalization) and 0.72 (for 
Government Internet Filtering), which indicates 
the alignment between the two datasets in terms 
of conceptual overlap varies across the DSP 
indicators. To understand the nature of discre-
pancy, we compare the “nearly-correct” values 
with one point off to account for uncertainty, 
and we explore which indicators and countries 
perform relatively worse than others.

First, we compare in aggregate across all indica-
tors the RA coded versus the DSP expert values. 

Figure 7. Scatterplot between the original freedom on the net index and the reproduced measure with DSP indicators (2009 and 2020).
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This is shown in Figure 8, which is a bubble chart 
in which the area of the circles in each permutation 
is proportionate to the number of observations. 
Encouragingly, the bulk of the data is compressed 
into the diagonal where RA and DSP agree 
precisely. Of the 18,852 country-year-indicator 
observations in this exercise, 6,249 (33%) are 
exactly the same, and an additional 7,782 (41%) 
are a single point off. Since the actual DSP coding 
process involves a minimum of five coders whose 
scores are aggregated, a 1-point shift in the Likert 
scale is a reasonable approximation of “nearly 
correct” values in this exercise.

Of the 4,821 (26%) of data points that are off by 
more than a point, there are clear patterns both in 
countries and types of indicator. Just six indicators 
represent over 50% of the misses, with 
“Organization of Offline Action by Elites” 
(v2smorgelitact) representing a full 10% by itself. 
The other misses are dominated by the DSP 
indicators that likewise focus on elite or party spe-
cific indicators such as “Party dissemination of 
false information abroad” and “domestic” 
(v2smparab and v2smpardom) and “Political 
parties hate speech” (v2smpolhate). There is also 
a clear correlation with our RA’s stated uncertainty 
variable, with these indicators representing nearly 
40% of the instances where she stated a range 
rather than a specific value on the Likert scale. 
The overall analysis of the discrepancies points to 
the FOTN narratives simply not covering these 
substantive aspects in enough detail to reliably 
code DSP variables.

The best performing indicators in this exercise 
were several “in practice” variables (as opposed to 
capacity variables) such as likelihood of being 
arrested for online activity (v2smarrest), govern-
ment social media censorship in practice 
(v2smgovcenprc), and use of social media to orga-
nize offline violence (v2smorgviol). Those three 
variables were coded within one point of the DSP 
values by our RA 91%, 92%, and 94% of the time.

The pattern of misses by country is stark. Of the 
65 countries that our RA coded from FOTN narra-
tives, the 34 least accurately coded only contain three 
countries not in the Global South. And two of those 
three – Ukraine and Belarus – are post-Soviet cases. 
Virtually every OECD country is in the ranks of the 
most accurately coded. It is difficult to ascertain and 
test which dataset is “correct” in these instances, but 
DSP experts largely are natives and/or residents of 
the countries that they code, while FOTN uses 
a more centralized process. It is plausible that the 
concentration of discrepancies in the global south 
reflects the fact that DSP coders have more case- 
specific information than is available to FOTN.3

Case study

Finally, we will use two case studies in order to 
evaluate how well DSP indicators capture the 
detailed nuances present in country case studies. 
This exercise demonstrates that scholars can use 
DSP data to take the thick theoretical work of single- 
case studies, and reliably operationalize their core 
concepts into large-n cross-country work.

Figure 8. Count of RA coded values versus DSP coded values, 2009–2021.
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The case of China
For our first case study, we selected China because it 
is a well-studied case of digital authoritarianism 
(Kendall-Taylor, Frantz, & Wright, 2020; Wilson,  
2016). China represents an “easy” validation case, 
making it a reasonable face validity test in that we 
can assess whether DSP indicators correctly reflect 
the well understood state of digital politics in China.

We focus on the three well-known studies of 
aspects of Chinese digital authoritarianism by 
King, Pan, and Roberts (2013, 2014, 2017), in 
order to evaluate how well DSP indicators capture 
the ground truth of this case.

The Chinese government allows online media to 
proliferate and the populace uses such media 
widely. Nearly half of the population has access to 
internet and two out of every 10 Chinese actively 
use Weibo (Qin, Strömberg, & Wu, 2017). This is 
measured in the DSP dataset by the variable 
v2smonex (“Existence of domestic online media”), 
which in 2020 had a maximum ordinal value of 3.

King, Pan, and Roberts’ work demonstrates that 
the censorship program promoted by the Chinese 
government is aimed to suppress those posts that 
are specifically aimed toward social mobilization. 
The authors analyze several posts from social 
media websites, which are deemed potentially con-
tentious, before the Internet Content Providers or 
the Chinese government take them down. They 
then examine which types of posts face censorship.

According to King, Pan, and Roberts, the 
Chinese government allowed social media to flour-
ish in the country but with a few key restrictions. 
People were free to post criticism against the gov-
ernment and its policies as long as such posts did 
not have the potential to lead to collective action. 
Thus, the government permitted posts which 
reflected negatively upon the government, giving 
a false impression of freedom of speech to people, 
while in reality it exercised tight control and 
removed any type of discussion online that related 
to mass mobilization.

The Chinese government follows a threefold 
approach to monitor and censor content on the 
internet. First, they surveil people’s social media 
posts to gauge their mood to understand whether 
people are unhappy with the regime, and oftentimes, 
the regime acts swiftly to address the expressed 
problems (Hassid, 2015). This is captured in the 

DSP dataset through the variable v2smgovsmmon 
(“How comprehensive is the surveillance of political 
content in social media by the government or its 
agents? ”), which in 2020 had the most extreme 
value of 0 – “Extremely comprehensive.”

Second, the government censors any specific con-
tent that is considered a threat to their political 
stability. This includes any controversial photos, 
videos, micro-blogging service posts and foreign 
news sites. In practice, the government mandates 
that Internet Service Providers (ISP) censor any 
sensitive or controversial information. For example, 
the estimated extent of censorship of Sina Weibo 
ranges from 0.01% of posts by a sample of priori-
tized users, including dissidents, scholars, journal-
ists, and VIP users to 13% of posts on selected 
sensitive topics (Fu, Chan, & Chau, 2013). For the 
DSP dataset, country experts coded the extent to 
which the government censors political content on 
social media in practice. This is captured by the 
variable v2smgovsmcenprc defined as government 
social media censorship in practice. On a scale of 0– 
4, China ranks 2 or “sometimes” which is consistent 
with the theory that the government will allow posts 
that may criticize the government but not those that 
have potential to lead to mass mobilization.

We further assess average people’s use of social 
media to organize offline action through the vari-
able v2smorgavgact. The DSP data indicates that 
China ranks 2 or “sometimes” on a scale of 0–4. 
Protests on issues like corruption and pollution are 
relatively common in China. It also aligns well with 
their information problem as authoritarian regimes 
may expect and welcome substantively narrow pro-
tests as a way of enhancing regime stability by 
identifying, and then dealing with, discontented 
communities (Chen, 2012).

Third, government exercises a massive and con-
sistent campaign of astroturfing, with paid actors 
posting regime friendly disinformation in 
a coordinated manner. This is captured in DSP by 
v2smgovdom or “government dissemination of false 
information.” Country experts were asked to rate on 
a scale of 0–4 on how often the government and its 
agents use social media to disseminate misleading 
viewpoints to influence its own population. China 
ranks 0 or “Extremely often. The government dis-
seminates false information on all key political 
issues.” In keeping with China’s reputation as 
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a leader in these technologies, they rank among the 
five worst countries in the world on this indicator.

This three-pronged approach is made possible 
by a number of different cyber capacities. 
According to King et al., the task of censorship in 
China is a collaboration between government agen-
cies, leaders, and different levels of government. 
This is captured in the DSP data by the variable 
v2smgovsmalt or government social media alter-
natives. In the DSP dataset, China receives a “0” on 
of a scale of 0–4 or “Essentially all social media 
usage takes place on platforms controlled by the 
state.” The DSP data also captures the extent to 
which government is directly involved in taking 
down sensitive information using the variable 
v2smregapp or government online content regula-
tion approach. One a scale of 0–4, China receives 
a “1” or “most online content monitoring and 
regulation is done by the state, though the state 
involves private actors in a limited way.” This 
reflects the well-documented state-led regulation 
of the internet by the Chinese government.

One of the limitations of the research by King 
et al. is that they have no data on whether dissent 
leads to arrests. There have been a significant num-
ber of news articles on arrests of journalists and 
political activists in China, but little quantitative 
operationalization. The DSP variable v2smarrest 
or “arrests for political content” captures this. On 
a scale of 0–4, China ranks 0 or “Extremely likely.” 
While this is unsurprising, the availability of this 
indicator worldwide and over time is a valuable 
addition to our ability to generalize the quantifica-
tion of this authoritarian toolkit.

In sum, the DSP data contains measurements 
directly quantifying each of the aspects of China’s 
well-studied state control of social media. While 
China is extensively studied, it is nonetheless useful 
to establish that the DSP data generation process 
produces estimates that reflect broad scholarly 
understanding of the case. Assuming that the pool 
of DSP/V-Dem experts behaves reasonably simi-
larly across cases, we would expect this ability to 
effectively measure this authoritarian toolkit to 
extend across the dataset. This contention certainly 
relies on strong assumptions, but we find the above 
analysis a useful starting point, especially in con-
junction with the broader content and convergent 
macro-validity analyses.

The case of Ethiopia
Our second case is Ethiopia, selected both 
because it is a much less well-known case of 
digital politics and because it is the case that 
Freedom House and DSP are most in disagree-
ment over in the two macro validity exercises 
performed earlier. In the construction of FOTN 
from DSP indicators, Ethiopia’s score had the 
highest average residual among all countries. In 
the construction of DSP indicators from FH nar-
ratives, Ethiopia was the 5th least accurate coun-
try coded by the RA. It is the only country to be 
in the bottom five of both exercises. This makes 
Ethiopia a “hard” validation case.

If we pull apart the total FOTN measure from DSP 
and Freedom House and examine the difference year 
by year for Ethiopia, we can see a distinct pattern. In 
Supplemental table 6 in Appendix B, we present the 
differences for each year, and can easily see that the 
bulk of the variance is deriving from the Obstacles to 
Access sub-category. On average, Obstacles to Access 
across all countries is 2.1 points higher, Limits on 
Content 3.4 points higher, and Violations of User 
Rights 7.7 points higher. The re-normalized residuals 
are presented for each year and category in the 
“Norm” column.

Note that when normalized, the Limits on 
Content and Violations of User Rights categories 
only represent a total difference on average of 7.3 
points on the hundred-point scale, while Obstacles 
to Access is 15 by itself. In fact, not one country- 
year for Ethiopia in the Limits on Content and 
Violations of User Rights categories ranks in the 
top 25 for highest residuals across all countries, 
while the 10 years of Ethiopia in Obstacles to 
Access are the 2nd through 11th country-years 
with highest residuals (first is 2011 Tunisia, which 
was discussed earlier as being idiosyncratically 
affected by the timing of Freedom House’s release 
around the Arab Spring). This points to DSP and 
Freedom House’s FOTN measures performing 
almost identically in two of the three categories 
for this case, but with drastic divergence in 
a single category. Why is there such divergence 
on Limits on Content in the Ethiopia case?

When we mapped DSP indicators onto the 
Freedom House FOTN framework, we used three 
indicators for the construction of the five sub- 
measures of the Limits on Content metric: online 
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media existence (v2smonex) for 9 of the 25 points, 
government internet shutdown in practice 
(v2smgovshut) for 6 points, and internet legal reg-
ulation content (v2smregcon) for 10 points. If we 
examine how well our RA was able to code these 
indicators from FH country summaries, we find 
that the latter two had very few inconsistencies, 
being off by more than one point in only 4 of the 
20 country-indicator years.

However, online media existence was off by two 
points (despite only having a 3-point scale) in all 10 
years for Ethiopia. Recall from Supplemental table 
4, that online media existence was the second-best 
performing indicator we had. Ethiopia represents 
a full quarter of the inaccuracy for that indicator in 
the RA coding test.

In short, the systematic and comprehensive 
difference between DSP and Freedom House 
with regard to online media existence in 
Ethiopia accounts entirely for its outlier status. 
So who is correct? In this case, the answer is 
both, from a certain point of view.

In the annual qualitative reports summarizing the 
Freedosm on the Net measures, Ethiopia’s low score 
in Obstacles to Access focuses on low internet pene-
tration figures from ITU survey data in addition to 
the high cost of internet access. One could argue that 
these figures are misleading, with anecdotal evi-
dence on the ground indicating that the survey 
figures are vastly underrepresenting Ethiopian inter-
net usage (Wilson, Lindberg, & Tronvoll, 2021), 
while also underestimating how a minority using 
internet news sources relay that information on to 
others as “bridges.” But one could make similar 
arguments about much of the developing world.

Specific to Ethiopia though, the FOTN country 
reports only discuss in passing the specific details of 
the successful efforts by the Ethiopian opposition 
online over the last decade. While this includes 
extensive use of social media for spreading video of 
repression, it also includes the establishment speci-
fically of online alternative information sources 
(such as EthioTube and activist Jawar 
Mohammed’s social media presence). This puts 
Ethiopia in a unique situation among countries in 
which it can have de facto lower access rates and 
prohibitively high costs, while simultaneously being 
measured by DSP as reaching the highest measure of 
domestic online media.

This points to Ethiopia primarily being an out-
lier in that the prevalence of domestic online media 
is a uniquely bad proxy for the existence of obsta-
cles to access the internet, in a way that does not 
apply to other countries.

Conclusion

In this article, we overview the DSP dataset – pro-
duct of a global survey of hundreds of experts. We 
validate the data against existing cross-national 
datasets and case studies. The data covers virtually 
all countries in the world from 2000 to 2021 and 
measures a set of 35 indicators of polarization and 
politicization of social media, misinformation cam-
paigns, coordinated information operations, and 
foreign influence on domestic politics. We expect 
that the data and the research produced by this 
project will be of great interest to both the aca-
demic and policy communities, at a time when 
the importance of understanding the political and 
social consequences of the internet is rapidly 
increasing.

Notes

1. For the DSP survey, V-Dem first invited from the Media, 
Civil Society and Judiciary surveys, and recruited addi-
tional experts working on Internet and politics specifically.

2. Broken down by year: there were 15 countries in 2009, 
none in 2010 as there was no FOTN report that year, 37 
in 2011, 47 in 2012, 60 in 2013, and 65 in all subsequent 
years, until 2021 which had 70.

3. See Supplemental Table 4 and Supplemental table 5 in 
Appendix.

4. n may be less than 676 in cases where the RA was not 
able to answer the question at all from the available 
FOTN report, and thus was left null.
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