——— \ —

Sqvoky lentelé — Skaitmeninis pédsakas ir privatumas internete

Siame skyriuje trumpai ir aiskiai apibréziame pagrindines sqvokas, reikalingas
pamokai.

Nr. Sqvoka Apibrézimas

Visa informacija, kurig paliekame internete sgmoningai
1 ||Skaitmeninis pédsakas [[(jradai, komentarai, nuotraukos) arba nesgmoningai
(slapukai, IP adresai, lokacija).

Duomenys, kuriuos vartotojas pats sgmoningai

2 [|Aktyvus pédsakas
Y P paskelbia: nuotraukos, komentarai, ,patinka”, jrasai.

Duomenys, renkami automatiskai, be aktyvaus
vartotojo veiksmo: vietos nustatymo duomenys (GPS),
narsyklés slapukai, IP adresas, metaduomenys
nuotraukose (EXIF).

3 ||Pasyvus pédsakas

Techniné informacija, issaugoma nuotraukose (pvz,,

4 ||[EXIF duomenys . . . . - .
Y fotografavimo laikas, vieta, jrenginio modelis).

Mazi failai, kuriuos interneto svetainés jraso j vartotojo
5 |[Slapukai (Cookies) irenginj, kad prisiminty prisijungimus, nuostatas ar
sekimo informacijq.

Unikalus jrenginio identifikatorius internete, pagal kurj

6 |IP adresas . . . . o
galima nustatyti vartotojo buvimo vietq ir veiklqg.

Terminas, apibuadinantis socialiniy tinkly priklausomybe
nuo démesio: kuo daugiau reakcijy (,patinka”,
komentary, perzidry) — tuo labiau vartotojas
skatinamas dalintis.

7 ||,Patinka” ekonomika

Neurologinis mechanizmas: gavus teigiamaq atsiliepimq
8 |[Dopamino ciklas (.patinka”), smegenys idskiria dopaming, sukuriantj
malonumo jausmgq ir skatinantj kartoti veiksma.

Jrankiai socialiniuose tinkluose ar programélése,
9 |[Privatumo nustatymai ||leidziantys kontroliuoti, kas gali matyti vartotojo turinj,
pazymeéti jj, rasyti komentarus ar sekti veiklq.




Nr.

Sqvoka

Apibrézimas

10

BDAR (Bendrasis
duomeny apsaugos
reglamentas)

Europos Sqjungos teisés aktas, saugantis asmens
duomenis. Suteikia teisg buti pamirstam, teise
susipazinti su savo duomenimis, taisyti, apriboti ar
perkelti juos, taip pat priestarauti netinkamam
naudojimui.

1

Teisé buti pamirstam

Viena i$ BDAR teisiy — galimybé paprasyti pasalinti
informacijq apie save i$ interneto ar jmonés duomeny
bazés.

12

Duomeny nutekeéjimas

Atvejis, kai asmens duomenys tampa prieinami
neleistinoms $alims (pvz, jsilauzimo metu).

13

2FA (dviejy faktoriy
autentifikacija)

Papildomas saugumo mechanizmas: prisijungimui prie
paskyros reikia ne tik slaptazodzio, bet ir papildomo
kodo (pvz, SMS ar programélés).

14

Google Takeout

.Google” jrankis, leidziantis atsisiysti visus duomenis,
kuriuos apie tave kaupia ,Google” (paieskos istorija,
nuotraukos, el. laiskai).

15

Socialinis inZinerinis
puolimas

Psichologinés manipuliacijos budas, kai sukciai siekia
isvilioti duomenis (pvz, netikros zinutés i§ ,draugo” ar
banko").

16

Skaitmeninis
identitetas

Asmens tapatybés atvaizdas internete: socialiniy tinkly
profiliai, veikla, jrasai ir pédsakas, formuojantis jvaizdj
kitiems.

17

Privatumas internete

Asmens teisé kontroliuoti, kokia informacija apie jj yra
prieinama internete, kam ji pasiekiama ir kaip
naudojama.

18

Asmens duomenys

Bet kokia informacija, kuri gali identifikuoti Zzmoguy:
vardas, pavarde, adresas, telefono numeris, IP adresas,
nuotraukos, biometriniai duomenys.

19

Metaduomenys

Papildomi duomenys apie kitg informacijq: pvz,
nuotraukos padarymo laikas, vieta, jrenginys arba el.
laisko siuntimo data.
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